
OpenText Confidential. ©2020 All Rights Reserved. 1

EnCase Forensic & Tableau v20.2 Release
OpenText commitment to Digital Forensics

May 2020



OpenText Confidential. ©2020 All Rights Reserved. 2

Today’s Speakers

Ashley Page
Forensic Account Executive 

apage@opentext.com

Stephen Gregory
Sr. Principal Solutions Consultant

sgregory@opentext.com



OpenText Confidential. ©2020 All Rights Reserved. 3

EnCase v8 Releases – Quick Recap 

• Mobile acquisition *

25,000 different device types, including 

mobile phones, drones and smart devices

• Bookmarking a document as an image

8.05

• Lucene® index and search technology *

• Search using standard Lucene syntax

• Enhanced Indexing performance

• Index and search in multiple languages (20)

8.06

• Mac® APFS Support *

• Encryption/decryption updates 

• Windows Volume Shadow Copy support *

• Add word delimiters to Search Index

8.07 

• Office 365® email and Exchange connectors*

• Encryption/decryption updates

• MS Edge® internet artifacts

• Mac OS X ram and process acquisition

• APFS encryption support (APFS, FileVault2)*

8.08
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EnCase v8 Releases – Quick Recap 

• Improved –logging and auditing *

• Microsoft® PST 2013, 2016, 365 support *

• Firefox® artifact update

• Linux ram and process acquisition

8.09

• Performance Improvements *

• Lucene Indexing & stability improvements

• Parse OST files

• Analyze Apple Time APFS Snapshot *

• Enhanced Help file options

• Direct access to App Central from UI 

• EnCase Mobile Acquisition enhancements *

8.10

• OpenText Media Analyzer module *

• Bug Fixes

• Performance improvements

• OS Support

8.11 
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Global Internet adoption and devices and connection

Devices connected to IP networks 

will be more than three times the 

global population by 2023. 

3.6 networked devices per capita 

by 2023, up from 2.4 networked 

devices per capita in 2018.

29.3 billion networked devices by 

2023, up from 18.4 billion in 2018. 

Devices and connections 

Over 70 % of the global population 

will have mobile connectivity by 

2023. 

Global mobile subscribers will grow 

from 5.1 billion (66% of population) 

in 2018 to 5.7 billion (71%) by 

2023.

Mobility growth

Nearly two-thirds of the global 

population will have Internet access 

by 2023.

5.3 billion total Internet users (66% 

of global population) by 2023

Increase from 3.9 billion (51%) in 

2018. 

Internet users 

* Source Cisco Annual Internet Report (2018-2023)



EnCase Media Analyzer
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OpenText Media Analyzer

Alcohol CSAM

Currency Pornography

Drug Extremism

Gambling Gore

ID / Credit Cards Documents

Swim Underwear    Weapons

Risk profiles\categories

• Available in EnCase Processor and directly 
for triage in Gallery View

• Classifies and tags the images based on 
pre-defined risk profiles

• Uses visual markers to identify the images 
which match, even if they do not have a 
known fingerprint

AI computer vision technology
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OpenText Media Analyzer



OpenText Confidential. ©2020 All Rights Reserved. 9

OpenText Media Analyzer
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OpenText Media Analyzer

Add filters based on confidence levels
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OpenText Media Analyzer

• Law Enforcement Agencies
◦ Advanced AI delivers high detection and near 

zero false positives

◦ Speed up CSAM Investigations

◦ Reduce case back logs

• Corporates
◦ Computer Misuse Investigations

◦ Verify Employee Misconduct

◦ Perform Internal Audits

◦ Embedded SDK available – no content sent 
to the cloud assuring data and evidence 
integrity
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Where to find more information

• Opentext Blogs



What’s New in EnCase Forensic 20.2

April, 2020  |
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Product Release Timeline

2019

Oct/Nov/Dec

2020

Jan/Feb/Mar

2020

Apr/May/Jun

2020

Jul/Aug/Sep

2020

Oct/Nov/Dec

2021

Jan/Feb/Mar

EI 8.10 & 8.11

ES 6.07

20.1 20.2 20.3 20.4 21.1
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OpenText Rebranding and Versioning

• From version 8.11 to 20.2

• ( Year ) . ( Quarter )

• Move to quarterly release schedule

• All references to Guidance Software
have been removed from the
application

• New application icon and colours
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OpenText Rebranding and Versioning

• To migrate data to SAFE version 20.2 or later

from SAFE versions a.01 through a.11

• The SAFE installer performs the following steps:

• Installs the OpenText SAFE in the folder specified

in the first wizard dialog. 

• Migrates the Guidance SAFE registry values

into 'HKLM\SOFTWARE\OpenText\SAFE’. 

• Migrates the Guidance SAFE configuration data

into the OpenText SAFE install folder. 

• Unregisters the Guidance SAFE service and

register the OpenText SAFE service
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OpenText Rebranding and Versioning

To migrate data to SAFE version 20.2 or later from SAFE

versions a.01 through a.11

• We recommend running License Manager on the same machine

as your existing SAFE/NAS

• Create a copy of the SAFE folder

(c:\Program Files\OpenText\SAFE) (including all its contents)

in the same parent folder. Name the copied folder EnCase LM.

• Point the License Manager installer to the EnCase LM folder.

• Using these options, the installer will create a .machine file. 

Since you have changed no settings, you can point at your 

existing .setup file to complete the License Manager installation.
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EnCase Forensic 20.2 Features
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Forensic – 20.2 Release Themes

Close the Loop Acquire Data Do More

Cloud Readiness

1. Microsoft GRAPH API

2. Microsoft SharePoint

3. Microsoft OneDrive

4. Google Drive

Core Functionality

1. Apple T2 Security Chip

2. Chrome browser for Mac 

and PC

3. McAfee Drive Encryption 

7.1.3

4. Symantec Endpoint 

Encryption 11.3

5. WinMagic 8.6

Customer Experience

1. 80% Faster Mac APFS 

Parsing

2. Keyword Index Searching

3. Persistent Blue Checks

4. SHA 2 Hashing
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Cloud Connectors
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Now Collect from Cloud Repositories

• Support for Microsoft GRAPH API

• Microsoft Exchange 2013 and up

• Microsoft O365

• Microsoft SharePoint

• Microsoft OneDrive

• Google Drive
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Same Simple Workflow

1. Input Credentials

2. Collect Data

3. Investigate and Bookmark
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Core Forensic Capability
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Apple T2 Security

EnCase

Agent

Hardware

Information

macOS

User Session

T2 Chip

Decrypted

APFS Container

Encrypted

APES Container
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Collect from Macs enabled with Apple T2 Security

Direct Network Preview - allow for remote preview 

and acquisition using a remote agent called the Direct Agent.
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Internet Artifacts Update: Chrome Browser

• Chrome on Mac and PC

• History

• Cache

• Downloads

• Bookmarks

• Keyword Search

• Top Sites

• New compression supported for parsing future artifacts
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Other Features

• Process Media Analyzer attributes from Evidence view
You can now triage images quickly using Media Analyzer from the 
Evidence view



OpenText Confidential. ©2019 All Rights Reserved. 28

Customer Experience
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Performance Enhancements

• Typing in search terms used to cause a 

delay in the interface

• Search terms now populate instantly 

(3-5x faster)

Index Search UI Improvement

• Previewing an Apple machine with 

APFS used to take an upwards of 40 

minutes.

• It now takes about 2-5 minutes

• APFS is inherently more complex

• Most competitors are just beginning to 

parse APFS, let alone optimizing the 

process

Mac / APFS Preview Speed



OpenText Confidential. ©2020 All Rights Reserved. 30

Performance Enhancements

• Support for Android 10

• Support for iOS13 – logical acquisition 

speeds faster.

Index Search UI Improvement

• SHA 256 & SHA512 generation 

support

• Acquisition, verification and item 

hashes

• Included within conditions, hash sets 

and reports

Enhanced Hash Algorithm Support



EnCase Forensic / Endpoint Investigator 20.3
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EnCase® Endpoint Investigator/Forensic Roadmap
EnCase Forensic and Endpoint Investigator has been named the Best Computer Forensic Solution in the market by SC Magazine for ten consecutive years. No 
other company offers products with same level of functionality and flexibility, with a track record of court-acceptance as those released under the EnCase brand. 
Future releases focus on improving performance, stability, ease of use, and core forensic capabilities. All planned releases have been scoped for best effort 
delivery.

Mar 20, 2020

Performance and Stability
◦ 80% Faster Apple Mac APFS parsing
◦ Instant keyword index query

Forensic Artifacts
◦ Latest version of Chrome browser for 

Windows and Mac OS

New Source Connectors
◦ Microsoft GRAPH API
◦ Microsoft SharePoint
◦ Microsoft OneDrive
◦ Google Drive

Enterprise Drive Encryption
◦ McAfee Drive Encryption 7.1
◦ Symantec Endpoint Encryption 11.3 
◦ WinMagic 8.6

Improved Investigation Workflows
◦ Integration with Endpoint Security

Target Operating System Support
◦ Apple Mac computers with T2 Security chip

Performance and Stability
◦ Reduce the time it takes to perform key 

tasks by 50% or more

Forensic Artifacts
◦ Apple Time Machine backups from Mac 

APFS volumes
◦ Microsoft Outlook Data Files (.OST) from 

Office 365, Outlook 2016 and 2013

Improved Cloud Container Support
Powerful Media Analyzer add on
◦ Optional evidence processing module that 

reduces the time and stress examiners 
endure when manually searching for and 
viewing images (photos) in digital evidence

Target Operating System Support
◦ Apple Mac OS 10.15 Catalina
◦ Windows 10 1909
◦ Red Hat Enterprise Linux (RHEL) 8.0

Performance and Stability
◦ Newly optimized case-cache architecture
◦ Instant Gallery View
◦ OST/Email stability and scalability

Forensic Artifacts
◦ Internet Artifacts: Safari
◦ RAR 5.0 support
◦ Prefetch Dump
◦ EXIF viewer

Agent Management Platform
◦ Visibility of enterprise endpoints 

Job Scheduling
◦ Schedule jobs for collection

Target Operating System Support
◦ RHEL 8.1
◦ Apple Mac OS 10.16
◦ Qualcomm chip support
◦ Windows Server 20H1
◦ Windows 10 20H1

Delivered Recently
Q2CY2020 [20.2]
In progress

H2CY2020 [20.3]
planned
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Where to find more information
Product webpage
https://www.opentext.com/products-and-solutions/products/security

EnCase v20.2 blog 
https://blogs.opentext.com/whats-new-in-opentext-encase-forensic-and-endpoint-investigator-cloud-edition-ce-20-2/

https://www.opentext.com/products-and-solutions/products/security
https://blogs.opentext.com/whats-new-in-opentext-encase-forensic-and-endpoint-investigator-cloud-edition-ce-20-2/
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EnCase Forensic Evaluation

30 Day evaluation licence of EnCase v20.2 and Media Analyzer Module

Please contact DataExpert for further information



Tableau Forensic Hardware
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Most Comprehensive Forensic Hardware Product Line

Forensic Bridges Forensic Imagers Accessories Software Utilities

Reliable, hardware-

based write-blocked 

access to digital 

media in portable 

and integrated 

form factors.

Standalone, 

high-performant 

forensic imaging 

and triage of 

physical media and 

network shares.

Custom-designed 

adapters and cables 

enable acquisition 

of numerous 

media types. 

Extends the hardware 

value through 

complementary 

software applications. 
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Product Release Timeline

2019

Oct/Nov/Dec

2020

Jan/Feb/Mar

2020

Apr/May/Jun

2020

Jul/Aug/Sep

2020

Oct/Nov/Dec

2021

Jan/Feb/Mar

EI 8.10 & 8.11

ES 6.07

20.1 20.2 20.3 20.4 21.1
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Tableau Forensic Imager (TX1) 20.1

• Built with one purpose: for Digital Forensics

• Design and layout of all circuit boards built 
from scratch

• Built on a custom Linux kernel, 
making it lean, powerful & easy to use!

• UI localization in eight languages
(English, German, Spanish, French, 
Portuguese, Russian, Turkish and Chinese 
(simplified))
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• Sources on the left (input)
◦ Port labels colored white with lock icon to 

indicate read-only

• Destinations on the right (output)
◦ Port labels colored yellow with unlock icon to 

indicate read-write

• Ethernet in the back (input/output)
◦ Port label colored yellow to indicate read-write

• Accessories in the front
◦ Port labels colored yellow to indicate 

read-write

TX1: Intuitive hardware design 
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• 10GbE (10 Gigabit Ethernet) 

• Acquire PCIe, USB 3, SATA, SAS, 
FireWire 800, IDE, and network 
shares

• Output to USB 3, SATA, SAS, and 
network shares

• Extensive file system support 
(source and destination)
◦ ExFAT, NTFS, EXT4, FAT32, HFS+ 

• Use Accessory ports for USB 
keyboard, downloading logs

TX1:  Broad media support
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• Connect output SATA/SAS drives 
with cables or use included TX1-S1 
imaging bay, which offers cable-less 
connection and drive cooling

• Output to mix of local and network 
shares

• Output to up to four destinations per 
source

• Output using image, clone, or both

TX1: Flexible output options
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Enhanced 

User Experience

1. Multi-user access

2. Update TX1 firmware via USB or any 

mounted file system

3. Improved forensic lab operations

4. Localization updates from TX1 2.2

Improved 

Efficiency

1. Remote access (remote web interface)

2. Pause and resume

3. Export and import logical image 

searches

Tableau 20.1 Enhancements – Themes

Thorough 

Media Detail

1. View images and plain text files

2. Display file size in Browse screens

3. Disk > Partition > File System display

4. Enhanced media characterization  

(presence of encryption and/or RAID)

More Information Customer FocusProductivity
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Remote Access

Remote Access (remote web interface)

• Save time by quickly accessing the TX1’s UI through the 

web UI on a computer, smartphone or tablet when 

connected to the same network.

• Users can now easily setup and monitor TX1 operations 

without the need to be physically at the device.

• Provides an efficient division of labor as an expert 

examiner can remotely manage operations for multiple 

TX1’s to support their investigation while a junior 

examiner is connecting media.

• Ability to download images through the remote web UI.

Remote API 

• Provides customers the ability to extend, automate and 

integrate the TX1 with their forensic workflow.
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Pause & Resume

Pause and Resume

• Users can now pause any running imaging job (E01, 

Ex01, DD, DMG) and then resume it later, even across 

power-cycles.

• Pause and resume saves time in a variety of scenarios 

that previously required the job to be restarted:

• Unexpected loss of power or drive connection

• Acquisition priorities change

• Unsafe scene or time on scene has expired

• A critical TX1 hardware failure occurs (this 

scenario involves a second TX1 and moving the 

original TX1’s SD card) 
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Pause & Resume

Pause and Resume

• TX1 checks source/destination media is correct before 

allowing the job to resume

• The Log Details document when a job has been paused 

and resumed
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Logical Image Search Enhancements

Export and Import Logical Image 

Searches

• Exporting and importing saved logical 

image searches enables users to quickly 

share best practices and standardize 

search criteria across their team, 

department or agency.

• Allow senior investigators to enable junior 

investigators without intensive training.

Wildcard Characters Now Supported 

for Logical Image Search Criteria
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View Images and Plain Text Files

View Images and Plain Text Files

• Viewing images and text files of suspect media directly 

on the TX1 LCD enables users to quickly triage and 

determine the priority or relevance of that suspect media 

to the investigation.

• Files can also be downloaded through the remote web 

interface.

File size also now displayed within the Browse 

screen

The following file extensions are viewable on 

TX1:

Text type: .bat, .c, .conf, .csv, .h, .htm, .html, .ini, .js, .json, 

.log, .nfo, .py, .readme, .sh,

.text, .tsv, .txt, .xml

lmage type: .apng, .bmp, .gif, .ico, .cur, .jpg, .jpeg, .jfif, 

.pjpeg, .pjp, .png, .svg, .webp
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Disk > Partition > File System Display

Disk > Partition > File System Display

• TX1 now enables investigators to view a drive’s layout of 

partitions, file systems, and raw hex and ASCII data. 

• Investigators have a more complete view of suspect 

media and what evidence might be hidden on it earlier in 

an investigation. 

• For technical investigators, sometimes partition data 

details are not enough and they want to see individual 

file details.

• Best practice for drive detail is to look at the 

hexadecimal (hex) data on the physical suspect media.
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Encryption and RAID Detection

Encryption and RAID Detection

• Industry leader in detection of encrypted drive types and 

drives that are part of a RAID.

• TX1 detecting if a drive is encrypted or part of a RAID 

provides more information about suspect media earlier 

in the investigation. 

RAID Detection in 3.0

• Intel RST (BIOS)

• SNIA DDF

• Linux MD

• Adaptec HostRAID ASR

• Highpoint (HPT37X HPT45X)

• Intel Software RAID

• Jmicron JMB36x

• LSI Logic MegaRAID

• Promise FastTrack

• Silicon Image Medley

• VIA Software RAID

Encryption Detection in 3.0

• Check Point Full Disk Encrpytion

• McAfee Drive Encryption 

(SafeBoot)

• Sophos Safeguard (Enterprise 

and Easy/Ultimaco)

• WinMagic SecureDoc Full Disk 

Encryption

• GuardianEdge Encryption (Plus, 

Anywhere, Hard Disk Encryption)

• Symantec Endpoint Encryption 

• Opal SEDs

• Apple FileVault 2

Already Supported
• BitLocker

• BitLocker To Go

• Symantec PGP Disk

• LUKS

• BestCrypt
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TX1 Multi-user Access

User Profiles

• TX1 now provides the option to create user profiles and  

administrator rights can be granted to certain users 

• Multiple case types can now be pre-configured by an 

administrator according to an agencies policies and best 

practices. 

• User Profiles can also be used to limit access to 

available TX1 units by creating unique passwords. 

• Multiple users can access a TX1 simultaneously.
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Update TX1 Firmware Faster

Update Firmware via USB or Any Mounted File 

System

• No need to remove SD card.

• Can push Firmware file over mounted network share, 

then update via the remote web UI rather than updating 

from the physical unit.

• Firmware update 7.32 onwards



Tableau v20.2



OpenText Confidential. ©2020 All Rights Reserved. 53

Tableau TX1 20.2 Enhancements – Themes

Faster Acquisitions Secure Remote Access Customer Focus

Efficiency

1. Pause & Resume 

Improvements

2. More Media Detection

Security

1. 802.1X Authentication

User Experience

1. Multiple UI improvements

2. Multiple log 

improvements

3. Localization updates

4. Bug fixes
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Product Release Timeline

2019

Oct/Nov/Dec

2020

Jan/Feb/Mar

2020

Apr/May/Jun

2020

Jul/Aug/Sep

2020

Oct/Nov/Dec

2021

Jan/Feb/Mar

EI 8.10 & 8.11

ES 6.07

20.1 20.2 20.3 20.4 21.1
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Improved efficiency: Pause and resume imaging jobs

• Users can now resume a job that failed due 
to the following scenarios:

oSource drive disconnected

oDestination drive disconnected

oDestination drive full
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Pause & Resume

• Pause and resume any imaging job (E01, Ex01, DD, DMG), even across power-cycles
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Pause & Resume – User action

• TX1 checks source/destination media is 
correct before allowing the job to 
resume

• The Log Details document when a job 
has been paused and resumed
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Pause & Resume with Drive Interruption / Failure

Log when job fails
Log when failed job is 

resumed but still in progress

Log when failed job is resumed 

and completed successfully
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Inform About Locked Tableau Encryption in Resume 
Duplication Modal 
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Remote Access: 802.1X Authentication

• TX1 can now be connected to networks 
locked down with 802.1X Network 
Access Control policies
o802.1X provides port-based Network Access 

Control options

o802.1X networks typically consist of an 
authentication server (RADIUS), an authenticator 
(LAN switch) and supplicants (network client 
devices)

oRequired by some forensic labs, government 
agencies and corporations
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Improved UI

HTML Logs

• Logs can now be created in 
either HTML or text format

Wildcard character input

• Allow wildcard input for the 
Image Name Field in TX1 
Default Settings

Localization updates

• Localization updates for the 
TX1 3.0 release changes
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HTML Logs

• Logs can now be created in 
either HTML or text format
oTX1 default is HTML logs

Text logHTML log



OpenText Confidential. ©2020 All Rights Reserved. 63

Scan Local Network for Hosts with CIFS Shares

• When mounting a CIFS 
share, a user can now 
search the local network for 
hosts with configured CIFS 
shares 

• Option to view admin/hidden 
shares
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• Previously undetected by TX1

• TX1 now detects this to inform the user that:
oDrive is not dead

o Is a proprietary SED that can be unlocked with the right 
software

• If there is an unencrypted partition, TX1 will 
expose it and allow it to be imaged

Detect Proprietary Self-encrypting USB Drives
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Localization Updates

• For user-facing changes from TX1 3.0 and 20.1
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What is AMA? (And why should I care?)

Accessible Max Address (AMA), also known as Accessible Max Address Configuration (AMAC) is a new command set 
that was introduced in ATA Command Set 3 (ACS-3) by the T13 storage industry committee.

AMA is optional, but supported by many newer ATA (SATA) drives

Replaces HPA and DCO to limit size of drive (create hidden areas)

Like DCO, “unlocking” a hidden AMA partition will require a deterministic write

As of Feb 2020, all current Tableau bridges (using TIM 1.3) and duplicators/imagers support the detection and removal 
of AMA settings!

TIM 1.3 and TD2u 2.0 support AMA detection and removal

TX1 2.2 supports AMA detection, removal, restore and trim

T35u & T3iu recently updated to support AMA detection and removal in Feb via TFU 20.1
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AMA (Accessible Max Address) support
TX1 V2.2  RELEASE
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Tableau Drive Adapters (TDA3-3, TDA7-4, TDA7-7) 
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New Tableau Drive Adapters

Provide users the ability to connect physical media with non-standard connectors to Tableau 
Forensic Bridges or Duplicators.

mSATA / M.2 SATA 

SSD adapter

TDA3-3

PCIe U.2 SSD 

adapter cable

TDA7-4

Apple 2016+ PCIe

SSD adapter

TDA7-7

Updated Adapter 

Bundles

TKDA-SATA-IDE-7PC

TKDA-PCIE-5PC

TK7U-BNDLC
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More New Tableau Drive Adapters!  (Feb 2020)

• Connect physical media with non-standard connectors to our Tableau 
Forensic Bridges and Duplicators.

• We’re adding new adapters to the family:  SATA, PCIe and Mac.

SATA and IDE adapters PCIe adapters and cable Mac Adapters
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New Tableau Drive Adapters Overview

• Tableau drive adapters allow users to connect physical media with non-standard 
connectors to our Tableau Forensic Bridges or Duplicators so that they can preview 
or create forensic copies of the data on the drives. 

mSATA / M.2 SATA 

SSD adapter

model TDA3-3

PCIe U.2 SSD 

adapter cable

model TDA7-4

Apple 2016+ PCIe 

SSD adapter

model TDA7-7
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mSATA / M.2 SATA SSD Adapter (TDA3-3)

• Adapts from mSATA or M.2 SATA SSD to standard 
SATA

• SATA signal/power cable connects the adapter to 
a core SATA product

• Only one media type (mSATA or M.2 SATA) can 
be connected at a time

• Compatible with all Tableau SATA products – NOT
compatible with PCIe

• Compatible with most non-Tableau products

• Includes thumbscrews to secure drives - No 
special OS drivers or tools required for operation
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PCIe U.2 SSD Adapter (TDA7-4)

• Adapts from PCIe U.2 SSD to a Tableau 
PCIe Connector

• No special OS drivers, tools or cables 
required for operation

• Only compatible with Tableau products
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Apple 2016+ PCIe SSD Adapter (TDA7-7)

• Apple released yet another new custom SSD, which is 
used in MacBooks and Macbook Pros without a touch bar 
from 2016 and later:

• TDA7-7 Adapts from this new custom Apple PCIe SSD to 
a Tableau PCIe connector using a Tableau PCIe cable

• We are first-to-market for adapting this form factor SSD 
and currently* Tableau offers the only solution for direct 
forensic acquisition of these types of drives

• Adapter is only compatible with Tableau PCIe products

• No special OS drivers or tools required for operation

*As of January 2020
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New Tableau Bags

• The new Tableau bags are used to transport and protect the Tableau PCIe adapters and related 
items when they are sold together as a complete bundle and are a differentiating convenience 
our customers love and expect from us. Construction is soft nylon with a side zipper.

Model Description Photos

TB6

Slightly larger version of the existing TB5 

bag and has room for all five PCIe 

adapters and a 4-inch PCIe cable.

TB7

Slightly larger than the TB6 bag and has 

room for all five PCIe adapters plus a 

Tableau Forensic PCIe Bridge (T7u), the 

required power supply, and cables for 

operation.
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Where to find more information

• Product webpage
https://www.opentext.com/products-and-solutions/products/security

Product Information

https://www.opentext.com/products-and-solutions/products/security


OpenText™ EnCase™ Forensic / Tableau
Training Bundle 
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OpenText™ EnCase™ Forensic and Tableau Hardware 
bundle

OpenText™ is pleased to announce the release of a new bundle offering 
comprising of these key digital forensic products at 15% discount until 30th

June 2020

EnCase™ Forensic

Training

Tableau Hardware

+

+
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Bundle contents

• EnCase Forensic 

◦ Perpetual license with physical key (dongle/electronic if requested)

◦ 1 year SMS (23% of license price)

• Tableau Hardware

◦ Tableau Forensic Imager (TX1) Kit

◦ Tableau PCIe M.2 SSD adapter (TDA7-2)

• OpenText™ EnCase Training options (can choose one)

◦ Option (1) Single Live Classroom (at OpenText Facilities) /Virtual training (streams
live) 

▪ Customer can select one training from the list provided

◦ Option (2) Annual Training Passport

◦ Option (3) OnDemand Annual Training Passport



OpenText Confidential. ©2020 All Rights Reserved. 80

Training Options

OPTION 1 - OpenText™ EnCase training selection for a single live/virtual 
training at OpenText™ facilities

• DF120-Foundations in Digital Forensics with EnCase

• DF210-Building an Investigation with EnCase

• DF320-Advanced Analysis of Windows Artifacts with EnCase

• DF410-NTFS Examinations with EnCase

• DFIR350-Internet-based Investigation with EnCase
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Training Options

OPTION 2 - Annual Training Passport   
Pay one discounted annual rate for unlimited training 

• Annual Passport holders are entitled to attend unlimited EnCase Training 
courses.

• Combine classroom, vClass and OnDemand delivery methods for 
maximum flexibility. 

OPTION 3 - OnDemand Annual Training Passport

• Attend all EnCase Training OnDemand offerings for one discounted 
annual rate. 
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Learning Services – Training Only Option

• Training Only is 25% discount

• DF125 Mobile Device Examinations
Virtual class starts 1st June 2020

• Online access to courses provided
in the classroom



My Support
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My Support
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Working with Technical Support
Best Practice Guide
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Engaging Technical Support

Technical Support is available 24 hours, 7 days a week – depending on your contact type. We 

are ready to assist when you need us. Using our MySupport, with 4 easy Steps, you are directed 

to a Technician. 

How do you Connect with Technical Support?

• Email

• Phone

• Support.opentext.com portal

Recommended Best Practice – My Support Portal

• Open or Update cases directly on the portal to avoid 

email delays

• Customer controls the captured content in the ticket

• Less or No L1/CSR interaction Required = Direct to Tech

Best-practice MySupport workflow can be found in the Appendix to this slide deck!
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Opening a Ticket Process

Step 1

Accessing the Portal and Selecting the 

correct ticket type

• Portal is located on MySupport: 
http://Support.opentext.com

• When looking for Technical Support, use the 
Technical (Question) Ticket Type

• Direct link to the Technical Ticket option: 
https://support.opentext.com/portal/site/css?c
ustomView=newTicketTechnical

http://support.opentext.com/
https://support.opentext.com/portal/site/css?customView=newTicketTechnical
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Step 2

Opening a Ticket Process

Contact Information:

You have control over Who 

and How we contact.

Tip:

Preferred Email Address field 

can contain multiple email 

addresses (separated by a 

Semi Colon)
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Step 3

Opening a Ticket Process

Tell us about your System

This step is key in accelerating your 

ticket through to the correct Tech (Direct 

to Tech).  

Tips:

1. Select Guidance from Product Line

2. Select Tableau Hardware under the 

Application Field

3. In Application Versions select the 

hardware model you need 

assistance with

The SUID does not apply for Tableau 

Hardware.  Since it’s a required field, 

select  “–My SUID is not listed here –”
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Step 4

Opening a Ticket Process

Last Step

Tells us about the reason for the 

ticket.  You control the priority of 

your tickets

Tips:

1. Provide as much detail as 

possible to accelerate through 

Scoping to resolution

2. Attach files if applicable
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Review.

Step 1

Accessing the Portal and Selecting the 

correct ticket type

• Portal is located on MySupport: 
http://Support.opentext.com

• When looking for Technical Support, use the 
Technical (Question) Ticket Type

• Direct link to the Technical Ticket option: 
https://support.opentext.com/portal/site/css?c
ustomView=newTicketTechnical

Contact Information:

You have control over Who and How 

we contact.

Tips:

Preferred Email Address field can 

contain multiple email addresses 

(separated by a Semi Colon)

Step 2 Step 3

Tell us about your System

This step is key in accelerating your ticket 

through to the correct Tech (Direct to Tech).  

Tips:

1. Select Guidance from Product Line

2. Select Tableau Hardware under the 

Application Field

3. In Application Versions select the 

hardware model you need assistance with

The SUID does not apply for Tableau Hardware.  

Since it’s a required field, select  “–My SUID is 

not listed here –”

Step 4

Last Step

Tells us about the reason for the ticket.  You 

control the priority of your tickets

Tips:

1. Provide as much detail as possible to 

accelerate through Scoping to 

resolution

2. Attach files if applicable

http://support.opentext.com/
https://support.opentext.com/portal/site/css?customView=newTicketTechnical


opentext.com

twitter.com/opentext

facebook.com/opentext

linkedin.com/company/opentext

Thank you


